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A B S T R A C T 

 
In recent years the technology has advanced and developed at a tremendous rate, 

wireless mobile ad hoc networks and its variants have played a salient role in several 

critical applications. Due to the different topologies and features the variants of ad 

hoc networks have become a networking standard to explore the unmapped and 

unplumbed areas of land and oceans where infrastructure-based networks cannot be 

installed. The variants of ad hoc networks, like, flying ad hoc networks (FANETs) 

have nodes that operate on high altitudes with lower node density and in Vehicular 

ad hoc networks (VANETs) nodes operate on the ground with higher mobility. Sim-

ilarly, Sea ad hoc networks (SANETs) is relatively an unexplored area of research. 

Therefore, in the presented exposition, a detailed critical review of SANETs is 

given. Additionally, differences between SANETs and other variants of ad hoc net-

works are also provided. SANETs facilitate applications for seismic monitoring, 

environment monitoring, military uses and many more. The paper also provides the 

overview of the challenges needed to overcome for the development of SANET 

system. Some of the challenges are security and peer to peer connections. Different 

deployment procedures and their issues related to the discussed technology are also 

scrutinized. Moreover, the different routing protocols are analysed and their appli-

cations in SANETs are studied. Finally, future areas of research and development 

in SANETs are also discussed.   

 

KEYWORDS : MANET, VANET, FANET, SANET, AUV, USV, 

    Distributed system. 

  

INTRODUCTION 

According to [1], “A wireless ad hoc network is a bracket of communication nodes 

which can compose and sustain a network among themselves, without the help of a 

main station or a leading administrator (infrastructure)”. In recent years the charac-

teristics of the wireless networks provided the opportunity for many researchers to 

discover the types of ad hoc networks, MANET, VANET, and FANET [2]. There 

have been multiple surveys and innumerable researches conducted on these ad hoc 

networks. So, examination of a new ad hoc network called Sea ad hoc network 

(SANET) is done. 
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A mobile ad hoc networks (MANETs) consists of different mobile routers con-

nected to form random diagrams and figures. The routers are presently independent 

to interchange arbitrarily and systematize themselves randomly; therefore, the to-

pology of network might modify quickly and uncertainly [3]. 

Vehicular ad hoc networks (VANETs) are a more challenging version of MANETs. 

Inquiry in the field of automative industries as well as wireless networking is being 

conducted on it [4, 5]. In VANET the nodes are constituted by moving vehicles. 

The extraordinary speed of mobile vehicles is the main distinguishing feature of 

VANETs [6]. 

According to [7] “Flying ad hoc networks (FANETs) are ad hoc network between 

UAV’s. With the progress of embedded systems now it is feasible to produce small 

or mini UAV’s at a low cost”. However, coordination and collaboration of multiple 

UAVs is a very complex system and can’t be handled by one UAV leading to the 

formation of multi UAV system, which makes FANET more challenging and acts 

as a distinguishing factor for it. 

Most of the existing work in the field of ad hoc networks concentrates on land and 

air, totally neglecting the ocean. The ocean covers about 2/3rd of the earth’s surface 

and it has been interesting humans for centuries now. Yet the majority of ocean is 

unexplored. In the fields of military and transportation, the ocean has played a no-

table role in the past centenary [8]. Hence the need of building a wireless data ac-

quisition network called ad hoc network for aquatic applications arises, which is 

called as SANET.  

Moreover, with the increase in global warming the polar ice sheets are melting at a 

very rapid rate, leading to increase in sea level. Therefore, a system that can accu-

rately record the change in sea level is very necessary to be installed, for example 

an underwater ad hoc network that can accurately and timely provide information 

to the government [1]. 

The nodes in SANET are boat nodes whose main aim is to provide network when a 

node is in the sea. It can also be used to save and guide the refugees trying to cross 

through any water medium. While in FANET there may be obstruction in forming 

networks because of high mountains, no such obstruction can affect SANET and 

instead there is open space for communication between the nodes. 

 
FIGURE 1. Classification of Ad Hoc Networks 
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SANET APPLICATIONS 
The various applications of SANET system are as follows:  

1)  Catastrophe: SANET is helpful when some accident or disaster happens such 

as sinking of boats, oil barges or shipwrecks [2]. The nodes of SANET would send 

the information as soon as the mishappening occurs or if any error occurs during 

transmission of message, that error can be identified and the message will still be 

conveyed. Whenever a distressed or missing vessel is located, the authorised organ-

isations deploy helicopters, rescue vessels or any other appropriate vessel to return 

them to land. 

 

2)  Seismic monitoring: SANET can be used to detect and record the earth’s motion 

under sea or any water body from man-made and natural sources. It works on the 

principle of inertia. The seismometer body rests or floats on the surface of the sea. 

Inside the body, a heavy mass is suspended between the two magnets. With the 

movement of the earth, the seismometer moves too and so does the magnets, but the 

mass remains unchanged in its place. With the oscillation of the mass through the 

magnetic field, an electric current is produced which is measured by the instrument 

[9]. We note and record the variations in the oil reservoir over a fixed time duration, 

there is a whole branch of study dedicated to it, called “4-D seismic”. Terrestrial oil 

fields are only annually or quarterly monitored using this technique since it involves 

large capital and operational costs [10]. 

 

3) Environment monitoring: SANET can be used to monitor and observe the 

changes in the normal ocean waves, earthquakes, volcanic eruptions and other un-

derwater explosions above or below water, the gravitational pull of the earth and 

sun generates the wind and tides, which in turn produce these natural disasters. 

Therefore, it can be used to predict the tsunami or predict weather conditions and 

also transfer this information to the ships or vessels in any water body. Hence the 

information about natural disasters like tsunami can be conveyed to the concerned 

authorities well before time and arrangements can be made to save people and re-

duce the casualties as much as possible. 

Hence the climatic observations made at sea can help us in following ways: 

A. In sending warning to other ships and coastal administrators. 

B. In understanding the global climate. 

C. In predicting the future weather. 

D. In sending the data to meteorological and hydrological services (NHMS) centres, 

which form the part of climatic prediction models from where local and global fore-

casts are generated. 

E. In making observations at sea, at the same time period as that on land, therefore 

helping in understanding the different weather conditions. There is an old saying 

“Garbage in garbage out”, therefore the forecasts will be as good as the data re-

ceived. 

 

4)  Military: SANET can act as a promising technique for exchanging information 

between the military headquarters and the ships. Earlier satellites were used by navy 

ships to communicate with each other or with ground station back on land. But these 
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communications were usually delayed and had a restriction of limited bandwidth. 

On the other hand SANET allows us to form a ship area network while at sea, thus 

helping in high speed transmission of data among ships, enhancing their sharing of 

multimedia data and better coordination in battlefield operations [11].  

SANET can also help in detection, tracking and identification of submarines. It can 

be designed to work at a very low frequency, ranging from a few hertz to a few kHz. 

Due to low frequency the detection range increases. Therefore, SANET can cor-

rectly detect and discover low-frequency noise sources [1]. 

 

5) Underwater robots: A very important application of SANET is autonomous 

underwater robots who can coordinate sensing of oil leaks or any biological phe-

nomena such as phytoplankton concentrations [10] i.e. the chores that would seem 

difficult for a man. SANET will require a multi robot network. In the multi robot 

network the robots form a communication network on the fly i.e. talk to each other 

and collaborate in a distributed fashion [10]. However, the communication between 

these robots is expected to be of low rate, but they are still expected to be able to 

solve any issue efficiently by coordinating and planning with each other. 

 

COMPARISON BETWEEN AD HOC NETWORKS 
 

1) MANET  

According to [12] “A mobile ad hoc network is comprised of number of mobile 

nodes connected together to form a network without any existing infrastructure. 

MANETs are peer-to-peer, multi-hop wireless networks in which data is transferred 

to a random destination node, through various middle nodes”. MANET node move-

ment is relatively slow and its mobility model is random and can sometimes result 

in undesirable path plans. Based on the node movement, the topology alters in 

MANET are also slow when compared to other ad hoc networks [3]. The nodes in 

ad hoc networks can act as routers as well, hence they have various computational 

properties to operate the information. MANET nodes are battery powered since the 

power consumption is low [13].    
 
2) VANET  

According to [14] “VANET is a subclass of MANET, where mobile nodes are mov-

ing vehicles. VANETs are a fundamental part of the International Transport System 

(ITS) framework”. Sometimes, VANETs are referred as Intelligent Transportation 

Networks. The nodes in VANET have unlimited energy and high mobility which is 

foreseeable due to the finite street designs [15]. In VANET, the use of GPS receiver 

for coordinates can get information accurate to 10-15 metres, which is enough for 

route navigation. Somehow, this accuracy is not enough for security operations like 

crash alerts. Hence some researchers use Assisted GPS (AGPS) or Differential GPS 

(DGPS) with accuracy of about 10 cm [16, 17]. 
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3) FANET 

FANET can be explained as a subdivision of VANET, where the nodes are usually 

UAVs (unmanned aerial vehicles). FANET presents itself as a low cost, versatile 

answer for extension of web framework around the world. Perhaps the greatest dif-

ference of UAVs is the high movability and speed variation they have, which per-

mits them to get to hard to arrive at places. According to [18], “a FANET node can 

have a speed of 30-460 km/h. Due to the high mobility of UAVs, the topology 

change is faster and more frequent in FANET”. UAVs have a random mobility 

model but in some cases they move on a prearranged path and have a regular mo-

bility model. UAVs are generally dispersed in the sky, so their density is lower than 

the density of nodes in MANET and VANET. When it comes to power consumption 

FANET communication system is supported by the power source of UAVs, which 

means there is no power resource problem [19]. The only limitation in FANET 

when it comes to computational powers is weight however, most of the UAVs have 

high computational powers. Because of high speed multiple UAV framework, 

FANET requires exceptionally precise location data. GPS alone is not enough for 

that therefore a GPS and an Inertial Measurement Unit (IMU) is fitted inside every 

UAV. 

 

4) SANET 

Sea Ad Hoc Network (SANET) is comprised of boat nodes such as ships, boats, 

underwater vehicles, USVs (unmanned surface vehicle) and vessels connected to-

gether to form a large network. The intent of SANET is to increase the extent of the 

aquatic connectivity [20]. “Node density is defined as the average number of nodes 

present in a unit area”, since the nodes in SANET are dispersed in oceans or other 

water bodies, the node density is medium. The nodes in SANET move at a speed 

that is faster than the nodes in MANET but slower than the nodes in VANET and 

FANET. The line of movement of underwater vehicles can be random and unpre-

dictable causing the mobility model to be random too. Due to high mobility of USVs 

in SANET, the topology change of SANET is also faster than the topology change 

of MANET but slower than the topology change of VANET and FANET. Since the 

nodes are on the water, the line of sight between various boat nodes is very high. 

Energy consumption in FANET is also quite high. The frequency band of SANET 

lies between 5-8 GHz. To track the various nodes in SANET accurately GPS would 

not be able to give the desired results, therefore we use AGPS, DGPS and Automatic 

Identification System (AIS) in every node. Since, SANET supports so many appli-

cations that can help in several ways, which is only restricted by the delay in data 

transfer, a stable multi-hop synchronization mechanism for the reliable communi-

cation of nodes needs to developed [21]. 
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DEPLOYMENT SCHEMES FOR SANET 
According to [25], “There are three schemes for SANET that will be applied in 

positions of harbour, shore and ocean, respectively”. Since the current land net-

works can be used at harbour, we will focus on other two positions in this paper i.e. 

shore and ocean. 

 

1)  SANET network at Shore: 

If a node lies in the radius where it can directly contact or connect with the Radio 

Access Station (RAS), it can convey everything directly, but if a node is outside that 

radius, then it will have to form a network with other nodes in order to communicate. 

FIG 2 shows the network architecture of SANET at the shore where solid lines rep-

resent the UHF band link for terrestrial communications and dotted lines represent 

the VHF band link for SANET communications. 

 

2) SANET network in Ocean: 

There is no root station available in the ocean because of the large distance from 

land and it is not practically possible to deploy a root station in the ocean. Therefore, 

peer to peer communication is required since it requires no base station. FIG 3 

shows the network architecture of SANET in the ocean. The solid, dotted and white 

lines represent the UHF, VHF, and HF band link. Since we cannot access link to 

RAS even with multi hop VHF, the communication needs to be done using the 

available HF band modem. 
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 FIGURE 2. Proposed maritime wireless                       FIGURE 3. Proposed maritime wireless   

 communication architecture for shore.                        communication architecture for ocean. 

 

 

ROUTING PROTOCOLS IN SANET 
The routing protocols in SANET are designed and classified into various categories 

based on the way routing data is shared, and the way paths are established [26]. 

Based on these criteria we have following routing protocols: 

 

1) Proactive Routing Protocols: 

Proactive routing protocols use routing tables to store data related to the connections 

between each pair of nodes. Every node keeps one or more routing tables, thus 

forming the full topographic anatomy of the network. These routing tables need to 

be refreshed consistently to provide correct data from source node to destination 

node [1]. Consequently, it becomes easier to choose the shortest route from root to 

target node, hence decreasing latency significantly [21].  

But to keep up with the latest routing information, topographic data must be ex-

changed among the USVs regularly, causing congestion of network, consumption 

of more bandwidth and slow reaction to disconnections [27]. 

Therefore, the main advantages of such algorithms are: 

1)   Routes are always available on request. 

2)   Less delivery delays. 

3)   Easier to choose the shortest route. 

And the disadvantages are: 

1)   Slow reaction to reconstruction. 

2)   A lot of packets and data needs to be maintained     

      for smooth working. 

Examples of these algorithms are OLSR and DSDV. 
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1.1) Destination Sequenced Distance Vector (DSDV): 

DSDV is a table-driven routing scheme, which means it is a proactive routing pro-

tocol. It is established as improved version of bellman ford algorithm. The usage of 

sequence numbers in routing protocols leads to the advancement in bellman ford 

algorithm as it provides freedom from loops. In DSDV every node must maintain a 

routing table comprising of the addresses of all the possible destination nodes, count 

of jumps needed to get to the target, and the address of the next node. The routing 

table modification process is generated through the exchange of data between near-

est nodes.  

According to [28] “sequence number is also attached with every route to a target 

address. Whenever the topology of the network changes, a new sequence number is 

assigned to the changed paths”.  

Therefore, sequence number indicates the validity of a path. Higher the sequence 

number, more reliable is the path, thus avoiding the formation of loops. Every time 

a path changes, its sequence number is incremented by two. Thus, all the paths with 

even sequence numbers are reachable.  

If a node notices that a path to destination is not working, then the path is assigned 

a high number of hopes (meaning infinity) and its sequence number is made odd, 

therefore an odd sequence number means that the path is not reachable. Now to 

reduce the traffic, “full dump” and “incremental” data is exchanged in this system, 

“full dump” contains all the information about the changed path and “incremental” 

contains the information about the changes made [29]. Assigning of new sequence 

numbers every time the topology changes, takes time, hence DSDV is not suited for 

networks with high activity. 
 

 

 

 
FIGURE 4. Mechanism of DSDV 

 

1.2) Optimized Link State Routing Protocol (OLSR): 

OLSR protocol has been discussed in various studies [30, 31, 32, 33, 34, 35, 36] 

which have implemented it under several model circumstances. It has information 

of all the present links between USVs. It occupies the constancy of link state algo-

rithm because it is a maximization of link state algorithm. 
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OLSR minimizes the overhead because it uses only selected nodes, called MPRs 

which stands for multipoint relay. The knowledge of all the existing links is estab-

lished by periodic transfer of topology control packets between nodes of network. 

Using MPRs for transmission of messages also limits the amount of transfers 

needed to spread a message across all the nodes  and the maximum time required 

for the transmission. As [27] states “This protocol is very helpful for networks 

where a large number of nodes are interacting with another set of large number of 

nodes and the source, destination pairs are changing over time”. OLSR is best fitted 

for crowded networks as the optimization done using MPRs only acts as an ad-

vantage when there is a lot of traffic. But one drawback of this algorithm is that no 

exception is made for small networks, so if a small network is using this protocol it 

will still do the same amount of work, which might not even be required. This re-

stricts the scalability of this protocol and it works efficiently only in dense networks.      

 

        FIGURE 5. Mechanism of OSLR  

 

 

2) Reactive Routing protocols: 

Reactive routing protocols are also named as “On Demand routing protocols” be-

cause they do not retain information in table and the route finding process is only 

started when one node wants to communicate with other node. The path is deter-

mined by exploring the maximum routing paths available, due to which this type of 

protocols undergo a high delay and response time particularly when the system is 

fragmented. This algorithm finds the route by using two packets: Route Request 

packets (RREQ) and Route Reply packets (RREP). RREQ is used by source node 

by flooding it in the network and only the target node or destination node replies to 

this RREQ using RREP, thus when the RREP reaches the source the communication 

is initiated. Thus, this algorithm can be used for networks with a huge bandwidth 

[37] like SANET. 

The main advantages of these protocols are: 

1)   Reduces overhead. 

2)   Suitable for systems with large data transfer capacity. 
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And the disadvantages are: 

1) High reaction time due to the discovery process in route discovery. 

2) High congestion can make the network cluttered. 

Examples of these algorithms are DSR and AODV. 

 

2.1) Dynamic Source Routing (DSR): 

According to [38] “The dynamic source routing protocol or DSR is a simple and 

efficient routing protocol designed mainly for wireless interlocking networks and is 

based on a method known as source routing”. Since DSR is reactive in nature, a 

discovery process is started only on demand or when the communication is required.  

While crafting DSR, the intention was to make a routing protocol that has very little 

running cost but can respond to network changes very quickly. 

DSR provides the possibility to find multiple paths to a destination by exchanging 

RREQ packets. Each intermediate node that passes the packet to next node adds its 

own address to the list in the packet. A one way response packet or RREP containing 

addresses of all the intermediate nodes is produced, when the RREQ packet arrives 

at the destination node. Then the final path is the path that requires the minimum 

count of hops to reach the destination node. 

The DSR protocol is comprised of two main schemes, Route Discovery and Route 

Maintenance.  

The node produces a path error message and is transmitted to the root node when a 

measurable number of transfers fail, and the message comprises of problem refer-

ence. Now the root node needs another path to destination node that it already 

doesn’t have in its memory. It initiates a route exploration process again to find a 

better path. And since DSR does not need any regular update messages, it avoids 

the loss of bandwidth.  
 

FIGURE 6. Mechanism of DSR 
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2.2) Ad Hoc On Demand Vector Algorithm (AODV):  

As stated in [39] AODV algorithm enables dynamic, self-starting and multi hop 

routing between the participating mobile nodes. It only finds routes when the need 

of communication arises. It maintains these nodes as long as the communication 

continues. Similar to DSR, AODV protocols use the flooding of RREQ across the 

network to identify the path differentiating characteristic of this protocol is its asso-

ciation of sequence number with every route entry. An intermediate node can reply 

to RREQ if it has the path to the target node whose respective sequence number is 

equal to or larger than the one present in the RREQ or if it is the destination node. 

Or else, it retransmits the route request, Nodes store and audit the Route request’s 

IP address and Broadcast ID. 

If they receive a RREQ from a IP address that they have already processed, they do 

not transfer it. When the root node collects route reply, it initiates sending the infor-

mation or data to the destination or final node. The root node revises its routing 

table and starts using the more efficient route if it receives a route reply with a 

greater sequence number than it already possesses. When a network collapses when 

the path is still effective, the node previous to the broken link transmits a RERR to 

the root node. In AODV the routes to destination are maintained only till the com-

munication is active, when the communication stops all the links are deleted. 

 
 

 
FIGURE 7. Mechanism of AODV 
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3) Hybrid Protocols: 

To knuckle down the disadvantages previously mentioned routing approaches, hy-

brid protocols were designed which is a merge between PRP and RRP protocols 

containing the advantages or benefits of both. PRP requires overhead to sustain a 

network and RRP needs ample amount of time to establish the possible paths. So, 

to fix these problems, hybrid protocols take up the notion of separate areas or zones 

where proactive approach is used inside the zones, thus lessening the overhead, and 

for the intercommunication of zones, reactive strategy is used. This protocol is best 

fitted for large networks. The paths are initially created using proactive approach 

and after that demand is served using reactive approach.  

The main advantages of these Protocols are: 

1)   It contains the benefits of both PRP and RRP. 

2)   It is convenient for crowded networks. 

3)   Low overhead. 

4)   Less time delay in finding routes. 

The main disadvantages of these protocols: 

1)   Time to find the route depends on slope of  

       traffic volume. 

Examples of Hybrid protocols is ZRP. 

 

3.1) Zone Routing Protocol (ZRP): 

According to [40] “Zone Routing Protocol or ZRP is a hybrid routing protocol 

merging two types of routing protocols, Reactive and Proactive”. It utilizes the ben-

efits of both to make the route finding process increasingly proficient and quick.. 

In ZRP, the entire topology is divided into different zones and RRP or PRP are used 

inside the zone or between the zone based on their strengths and weaknesses. Each 

zone is distinguished based on the distance between nodes using a predefined radius 

r and hence each node contains a set of nodes.  

AUVs in the same zone use intra zone routing that uses proactive methodology to 

communicate. And if a communication between zones is to be made, then a data 

packet must be transmitted from one zone to another, inter zone routing is used 

which is based on reactive approach. It reduces the need for hubs to keep the entire 

network proactive. 

ZRP also explains a strategy called BRP (Border cast Resolution protocol) to regu-

late gridlock between zones. 

If communication is to be made between the AUVs and the source unmanned vehi-

cle S, and there is no path to target node D that is present in different zone, BRP is 

used to flood the Route Request (RREQ) across nodes. ZRP enhances the organisa-

tion of nodes.  
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FIGURE 8. Mechanism of ZRP 
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CHALLENGES AND ISSUES IN SANET 
 

1)  GPS Localization [4]:   

In any ad hoc network it is crucial for each USV to know its current state with 

respect to other USVs. But, GPS localization and time synchronization in SANET 

is not easy, since high frequency waves used by Global Positioning System (GPS) 

cannot travel well below water and are quickly absorbed by the water surface. It is 

no longer possible to use the regular GPS free methodology utilized in ad hoc ser-

vices used on land, of measuring the Time-Difference-of-Arrival (TDoA) [22] be-

tween a Radio frequency and an acoustic Signal since normally used radio fre-

quency fails to operate under water. Moreover, the flow of water, temperature 

difference and pressure influence the speed of acoustic waves.  

An alternate way of transmitting signals in the water is use of EM waves, it is out-

lined to be rapid and productive communication. EM ways are considered to be 

better than acoustic waves mainly because of their high bandwidth, but certain ele-

ments confine the usage of EM waves such as their need to be transmitted differ-

ently depending on the water type [1]. 

 

2) Security: 

In any ad hoc network, safety of data transfer is  the biggest challenge. It needs 

revisiting every time a new concept is announced to update and upgrade the security 

services. The data that is being transferred and the nodes in use should be secure 

from any malicious attack that can grow even more if the node is a basic point. As 

discussed above SANET nodes are restricted in power, calculation and correspond-

ence abilities which makes SANET even more vulnerable to security threats. More-

over, an ad hoc system that is self-organizing like SANET needs more security than 

just cryptography, security attacks can still be made even if an efficient cryptosys-

tem is guarding the network. The biggest threat is denial of service attack, which 

can happen if the battery of the nodes start draining due to extra computation and 

communication, or if the network of a node is interrupted. These attacks can take 

place irrespective of the presence of cryptographic protections. 

 

3) Peer to peer communication: 

According to [5] “A fleet of autonomous underwater vehicles (AUVs) require co-

ordinated synchronization and accident avoidance using peer to peer communica-

tions (P2P)”. But the AUVs operating underwater have a very limited operational 

range especially while transmitting heavy data. The range of operation of AUVs can 

be extended but at the expense of speed of transmission of data which can prove to 

be a little risky sometimes, since it won’t be possible to get the data and warning on 

time. However, there are two other problems underwater that the propagation time 

is much larger than transportation time and scattering of waves. Scattering is the 

change in direction of motion of particle because of a collision with another particle 

[1]. Higher the turbidity, higher is the scattering effect. According to [23] “These 

three conditions are necessary to be implemented in order for an ad hoc network to 

be successful underwater: a) Presence of a stable connection link, b) A reliable rout-

ing protocol, c) A protocol for sharing of communication link”. Therefore, peer to 
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peer communication among nodes is a major challenge in SANET, if they won’t be 

able to communicate with each other effectively and collaborate to transfer data, the 

whole meaning of this network stands useless. The route of transfer of data is solely 

decided by the nodes. 

 

4) Energy supply efficiency:  

As the energy consumption of USV’s is too high, so it has become a challenge to 

provide them the required energy constantly and efficiently in order for them to 

keep working at a required rate. 

Sustainable improvements are underway in renewable energy advancements by 

overusing resources like solar energy [21]. This power produced cannot satisfy the 

energy needs for data transfer and the long distance movement of USVs. The first 

possible substitute is to cooperate with other USVs to reach the required energy 

limit. The second substitute is ideal positioning of recharge stations. 

To address the energy concerns a new investigation is drafted to combine cloud 

computing prototype with SANETs. But, another challenge that comes with cloud 

computing is of security, because the data can be transferred between USVs. Vari-

ous safety mechanisms are required to overcome this challenge. Cloud computing 

prototypes are being investigated only. They are yet to be applied [5]. 

So, the nodes must be designed with low power consumption in mind to maximize 

the network life, their every design aspect should be concentrated towards minimiz-

ing the energy requirement. Another solution that can be implemented is using lith-

ium batteries. Lithium batteries because they are a smart substitute to AA batteries 

which suffer from physical deterioration and leakage currents. But using batteries 

in the USVs might not be a good idea, because in order to change the batteries in 

USVs they will have to be retrieved from the bottom of the sea, which can be a time 

consuming and costly process [10]. 
 
5) Routing challenges: 

Routing protocols in SANET are dissimilar to other ad hoc networks because the 

deployment of SANET is different therefore it makes for a challenge to propose a 

routing protocol and algorithm that can update the routing tables in SANET when 

the deployment changes. Moreover, the routing protocols that have been designed 

are for nodes having low mobility (MANET) or very high mobility (FANET), a 

little or no research is done towards making the routing protocols efficient for nodes 

having medium mobility. Both the medium mobility and medium density are sig-

nificant challenges in developing a routing approach to ensure a reliable transfer of 

information. According to [24], “Currently, there are two routing protocols devel-

oped for sublunary sensor networks namely, proactive and reactive”. Both of them 

have some issues and challenges. In proactive approach, a broad signalling is pro-

voked in order to create paths, every time the topology is changed because of con-

stant node movement. Whereas reactive protocols are more appropriate for dynamic 

conditions and cause a significant delay in sending information bundles to create 

routes. The extremity of these difficulties is enhanced when the nodes move in 3D 

space (i.e. underwater). Therefore, there is a grave need to introduce new protocols 

that can implement new techniques in above mentioned situations. 
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FUTURE RESEARCH TOPICS: 
SANET has become a critical area of examination and research in current years. 

This technology can provide formidable aid to existing services and can provide 

new implementations. However, it still has many issues and challenges to overcome 

to become a successfully established network. Specific technical issues that need to 

be focused upon are frequent disconnections, restricted transfer speed and inade-

quate energy capacity. There is a need of advancement in routing protocols that 

focuses on bandwidth optimization, latency reduction, security problem, fault tol-

erance, stronger connection to prevent frequent link disconnections when there is 

high mobility and also integrates all the required sensors in a single unit. Examina-

tion of basic SANET environment like density and movability structure of AUVs 

can also be done. Security of data transfer is one of the biggest and difficult issues 

not only in SANET but in all the variants of ad hoc networks, extensive research 

needs to be done on the generation and transmission of security codes. 

 

CONCLUSION: 
The main concepts of SANETs have been analysed in this paper. The contrasts 

among SANETs and other variants of ad hoc networks in premises of versatility, 

node density, topology transition and power utilization are highlighted. The basic 

purpose is to serve customers and the potential use of SANETs in seismic monitor-

ing, environment monitoring, underwater robots and military domains is presented. 

Then the main problems associated with SANET system such as transmission prob-

lems, security and routing challenges are shown. In SANETs, routing is thought of 

as one of the leading components to guarantee correct performance of the network 

therefore, several routing protocols have been discussed thoroughly. By the evi-

dences, reactive protocols are mostly used in SANET. We have highlighted AODV 

and DSR under this category because they do not need to store routing information 

for a long time. A brief study that discusses and validates all the major routing pro-

tocols is presented. 

Finally, the less explored challenges of SANET are identified and listed under fu-

ture research challenges. As a final conclusion we can say SANET can generate a 

large amount of different systems and the various applications of this system are 

exposed. Furthermore, the crucial factors that need to be considered in SANET are: 

Energy consumption, Capacity and Dependability of network, which require to be 

analysed comprehensively to ensure right quality of service. 
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